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Social Media Channels of Visakhapatnam City Police

FOLLOW

« CITY POLICE »

© https://www.youtube.com/@vizagcitypolice/
ps.//www.facebook.com/visakhapatnamcitypolice
https://www.facebook.com/visakhapatnamcitypolice/
O https://twitter.com/vizagcitypolice
https://www.instagram.com/vizagcitypolice/
@ https://whatsapp.com/channel/0029vaOHOjjHQbSDIIrat1p
web://https://sancharsaathi.gov.in




FOREWORD Ja.. ;{

In the digital age, where technology permeates every aspect of 01'1r lives,
the threat of cybercrime looms larger than ever before. As we embrace the
conveniences and opportunities offered by the internet, we must also confront
the inherent risks posed by malicious actors seeking to exploit vulnerabilities for
personal gain affecting individuals, businesses, and societies worldwide.

This "Infographic explanation on Cyber Crimes" serves as a crucial
resource in our collective effort to combat cyber threats and protect ourselves in
an increasingly interconnected world. By examining real-world case studies and
emerging trends, it equips readers with the knowledge and awareness needed to
recognize, prevent, and respond to cyber threats effectively.

Beyond the immediate financial and emotional toll on victims, cybercrime
poses a systemic threat to our collective security, economic stability, and societal
well-being. From ransomware attacks targeting critical infrastructure to social
engineering schemes exploiting human psychology, the tactics employed by
cybercriminals continue to evolve in sophistication and scale.

As per statistic of NCRP Portal says that, so far in Visakhapatnam city
around 12 thousand victims were cheated under various Cyber frauds reported
in National Cyber Crime reporting Portal /1930 (CFCFCRMS, Citizen Financial
Cyber Frauds Reporting and Management System) and loss of total amount Rs.
85,51,90,001/- in that Rs. 8,90,29,920/- was kept hold by the I4C.

Awareness is the first line of defense against cybercrime. By understanding
the tactics employed by cybercriminals and staying informed about the latest
cybersecurity best practices, individuals and organizations can significantly
reduce their risk exposure and safeguard their digital assets.

Vizag City Police and Visakhapatnam Security Council efforts underscore
the importance of education, vigilance, and collaboration in addressing the
complex challenges posed by cyber threats.

Together, we can build a more secure and resilient cyber ecosystem—one
where trust, integrity, and innovation thrive, and where the benefits of

technology are enjoyed by all.

Dr.A.Ravi Shankar, IPS.,
Commissioner of Police &
Add|. District Magistrate
Visakhapatnam Metropolitan City
Andhra Pradesh
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BEWARE OF INVESTMENT FRAUDS

>

x Don't invest money believing words of fraudster over any app.

 Don't invest in tips given by unknown people on social media.

CYBER FRAUD 1930
REPORTING NUMBER
www.cybercrime.gov.in  eo——

VISAKHAPATNAM ¢ [
CITYPOLICE %5 &




Shilall0e] alinloe)ed 2y iel

>

sz 030

www.cybercrime.gov.in  e————




[ JFARETRADING WESSE

https://wells-stocks.com#/

-Beware fake sto ck

U'




CRYPTO
CURRENCY

»> If we download fake mobile apps created by cyber criminals, '
they will take control of our mobile phones.

»> Cybercriminals are sending links to fake websites to our
e-mail, WhatsApp. If you open them, they will send you
some more links called online payment.

» Do not click on suspicious links in your e-mail.

» Do not really trust the links that come with tips regarding
cryptocurrency investments.

» If there are typos, strange logos and colors on the websites,
it should be identified as a fake website.

VISAKHAPATNAM ¢ CYBER FRAU0193“
CITY POLICE %G SE R e ) S
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@ Messages and calls are end-to-end
encrypted. No one outside of this chat,
not even WhatsApp, can read or listen to
them, Tap to leam more

hello!

Hi

2\) 5 3 d m % Thank you for your reply. This is

HR Clara from National Institute

é é é abs as) of Electronics and Information
Technology (NIEIit). This regards

10 a part time job offer.

w £ @ q) 6 ess ‘ The job is very simple, you just

(L

need to RATE our merchant's

GOOGLE MAP PLACES, then we
dae)& éa) oa will pay you 150 RS as your first
'

salary. You can eam up to 5000

v < rupees a day or more by just rating
ajb ‘.00 ‘\” g'oa&) our merchants in your free time

Would you like to proceed?

Tell me how ,,

Wy
\\\ i,l

(s DIAL1930




¢ ‘» ‘Kflhlefzn o
£, £, § 9, 6
« 89r0 8O tnd) Yol 3d .obS-alaeS' PP —
268 D 0o &° Koy deo wotrt) ST, & BPS B3

work from home S0%uf,
&8 5o8R w0

o it DY) D) wdPoth) b arok spEd?
3% m&&a& &')Z)J&Q‘GJ.

o 3 erdye8 Ka) 58 2p008 VaRER L
tmn) R0 33 0¥d® duwy 2RPHRA Japth.

# & Hr0d dendsenm Koy §§o€.’u§>o&n3 1T
860 3o,

B3Omod® eniye #308Diod - wigorm dotiod

|
|
|
|
I
I
|
I
|
I
|
|
|
|
|
I
I
|
|
I
I
I
|
|
I
I
I
I
|
I
I
I
I
I
I
I
I
I
|
I
|
I
|
I
I
I
|
I
¢

DIAL to report cyber crime

VISAKHAPATNAM CITY POLICE
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FedEx Scam:
The Modus Operandi

£y PaLieg

Your package could
not be delivered, Press
#1 to know more

Automated phone
call from Fedex

Come in person or

Your package had record a statement
prohibited items. Maltter These are
is a police case now RBI rules

L2

Q .

Customer care agent Cop says you must Asks you to transfer
talks to you record a statement money to 'verify' if
immediately there's any suspicious
transaction
Dial 1930
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BEWARE SENIOR CITIZENS

Digital life certificate scam

Phone calls are made to pensioners under
the protext to update your Digital Life
Certificate. Don’t share any personally

identifiable information like Aadhar Number,
PAN number or Banking Information

o Pension Distribution Authorities will never
. call pensioners :

0 They never request pensioners to share
. their sensitive banking information

VISAKHAPATNAM = CYBER FRAUD‘|930
CITYPOLICE - REPORTING NUMBER

www.cybercrime.gov.in
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BEWARE OF FAKE
BANK PHONE CALLS

L g

+ Through a short message circular, the fraudster's can steal money
from your banks

+Beware of fake calls like Activating and deactivating debit card,
credit card and KYC etc

* Never share your Account details, OTP debit card details or
any other confidential information through phone calls

VISAKHAPATNAM
CITYPOLICE

CYBER FRAUD 1930
REPORTING NUMBER

www.cybercrime.gov.in  eo——
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“Don’t take the bait”

Clicking Unknown Links and
Entering Your Bank or Card Details

can empty your bank account

VISAKHAPATNAM @8 CYBER FRAUD1930
CITYPOLICE %3 REPORTING NUMEER IVW'W
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BEWARE OF
PHISHING SCAMS

BEWARE OF
UNSOLICITED MESSAGES

Think before you click any link
attachments

Ifin doubt (LR or (LI as phising

CYBER FRAUD193“
REPORTING NUMBER

www.cybercrime gov.in  eo—

VISAKHAPATNAM
CITY POLICE
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+917797806097 -~

Thursday, 10 November

Dear User Your SBI Netbanking

has been suspended. Today due

to E-KYC failure. Please update
your PAN CARD no immediately
via-link http://sruv-hom.firebaseapp
.com\ekycsbi

2> SBI INTERNET BANKING 2§ e90350852 PAN
CARD e29¢5 5053500 $3) 3o deren $8¥0d.
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MORAL STORY

They called He shared  Bank account
from bank OTP emptied

1,
;

2 |
orP oy, o=
o ,

Moral : Never share your OTP



BEWARE OF B/ Rie7 Y 1

® You did't apply ; they contacted you

® Asking for money ﬂ
!

® Asking for confidental Ty
information

e Without interview you get job
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VISAKHAPATNAM CITY POLICE

Oug | BEWARE OF FAKE

| ' ~ CUSTOMER
/ im CARE NUMBERS

THE CYBER CRIMINALS ARE WAITING BEHIND EVERY

FAKE CUSTOMRE CARE NUMBER IN GOOGLE

CYBER FRAUD 1930
REPORTING NUMBER

s

www.cybercrime.gov.in
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Do not search for Customer Care Number
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Beware of strangers

In;socialnetworking;sites

Don't share your sensitive information with unknown
people on social networking websites

Cybercriminals can misuse your
information or blackmail you for money ]

AP,

CITYPOLICE .. REPORTING NUMBER

'00[ 1'(‘.*' S www.cybercrime.gov.in  ex——

VISAKHAPATNAM = CYBER FRAUD193“
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STOP
#CYBERBULLYING

SAVE

any evidence of the bullying and show an adult

BLOCK

messages or the person.
Do not respond to them in any way.

LOG OFF

the site where the cyberbullying is happening

TALK

to someone you trust

VISAKHAPATNAM

CYBER FRAUD 193“
CITY POLICE REPORTING NUMBER W O'U




. ONLINE
BEWARE OF Q|x QUIkrsc AMS

» They cheat by showing the fake ID proof and believing that the
price is lower than the market. |

» Do not pay any money in advance before :
purchasing items on websites like Quikr, Olx | jp=ee=sy

B\ : ;
[ 1 1 N
S ” : el
, T
\

o g carelul pay after seeing
ok | the products face-to-face

L

VISAKHAPATNAM

CYBER FRAUD 193“
CITY POLICE REPORTING NUMBER
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Bon'l beligve the fake campaions thal GeNtral Government

will give loan up fo 5 lakhs if you have Aadnhaar Card.
i has heen claritied that he cendral guvlrllemls not Imulmentlng
any schemes.

TER & el g Ot
YR qrel &l
478,000

@ Do not forward such messages to your friends and
relatives.

@ Never share your personal/financial details with anyone

VISAKHAPATNAM CYBER ""““"1930
CITY POLICE REPORTING NUMBER
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BEWARE OF}
HOUSE RENT SCAMS

Fraudsters use fake images of beautiful homes,
claiming they are available for rent. They collect
rental advance and vanish away.When trying to
reach , they disconnect the calls or their mobile
numbers go unreachable

Do not pay any money in advance while renting a house online

VISAKHAPATNAM CYBER FRAUD1930
CITY POLICE REPORTING NUMBER

www.cybercrime.gov.in  ex——
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Beware of Strangers on matrimonial webisites

In online strangers believe
that sending valuable gifts

&5

Cyber criminals ask you to please pay
custom tax of your valuable gift and
they steal your money

&5

Don't get attracted to a matrimonial website
and don't deposit money into anyone's account
without physical contact approach

VISAKHAPATNAM ~ < CYBER FRAU01930

www.cybercrime.go!
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CONGRATULATIONS!
(1)100000 Amazon Gift Card

is reserved just for you, Facebook User!

Step 1: Click the “CONTINUE" butten to claim your prize.
Step 2: Enter the correct information on the next page to claim your prize.

You only have & minutes 14 seconds to claim your prize!

amazon

Fraudsters will make you believe that they have won a
- lottery in your name and have huge sums of money.

Alink will be sent to give your bank account details,

NEVER RESPOND TO FAKE LOTTERY
WINNING RELATED CALLS/ SMS$

VISAKHAPATNAM =~ CYBER FHAUD193“

CITYPOLICE .- 2 REPORTING NUMBER

oLt e www.cybercrime.gov.in  e—
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CONGRATULATIONS!
(1)100000 Amazon Gift Card

is reserved just for you, Facebook User!

Step 1: Click the “CONTINUE" butten to claim your prize.
Step 2: Enter the correct information on the next page to claim your prize.

You only have & minutes 14 seconds to claim your prize!

amazon
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BEWARE OF LUCKY DRAW SCAMS

® The fraudster provides you the offer of free gifts/prizes
saying that you have been selected for the lucky draw

 Ignore the messages/posts received oo o FAKE
from the unknown numbers I

VISAKHAPATNAM @ (& CYBER FRAU01930
CITYPOLICE %y &7  REPORTING NUMBER IYUY
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FAKE LOAN APPS

Do not download loan apps and don't get attracted with
freebies offered to take loans by these fraudulent apps

+ If you are unable to repay , you will be harassed through
social media

+ Loan through unknown links/apps can make you
victim of cyber fraud

¢? CYBER FRAUD‘|930
oA REPORTING NUMBER

VISAKHAPATNAM
CITY POLICE

www.cybercrime.gov.in
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Notification. Dear Customer Your — '
Electricity power will be g e -| ‘
disconnected To night at 9.30 pm | Bl.\MARl:I

from electricity office.because ._-,‘_r_m'. S

your previous month bill was not

update .please immediately 2 9 e
contact with our electricity officer g]_ﬂ]ﬁ q"]a;jmm gﬂn]ﬂ g

$8%468884% Thank you b Silﬁ aﬂfllﬂﬁ

www.cybercrime.gov.in SE——

f VisakhapatnamCityPolice @ vizagcitypolice.official OVizagCityPolice
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BE(OALERT

Fraudsters may use your friends photograph
as WhatsApp DP and ask financial help

Do not believe such messages..Confirm before helping them

CYBER FRAUD 1930
REPORTING NUMBER

www.cybercrime.gov.in  ex——

VISAKHAPATNAM
CITY POLICE
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&4 sextortion

» Cybercriminals will contact you using a fake account in order to get close to you.

» Frausters Make a video call and use false nude videos to tempt you into
acting the same way.

»  They'll record your nude videos, send you a link and threaten to put them
on social mediaif you don't pay.

» Be careful with strangers online, don't
send yourphotos/videos to anyone

Avoid accepting requests from Strangers and
Don't post anything in Social media publicly

VISAKHAPATNAM & CYBER FBAU01930

fqP

CITYPOLICE -4 REPORTING NUMBER

OL ll;,‘" e www.cybercrime.gov.in  ex—
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Mt HONE ' ' ': Y

o They say that they feel lonely and want new friends. The message
is mesmerizing. It is as if you have been deceived if you called
believing it to be true

¢ Scammers trick you, record nude video calls and
blackmail you for money.
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Do not respond to suspicious
messages/calls on social media

DON'T BE A VICTIM OF

HONEY TRAP

CYBER FRAUD
VISARHAPATNAM CITY POLIGE  scsomne o 1990
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Stay Alert of
Lured Video Call

Never Receive Video call
from Unknown person Dont
Let them Harasse You

CYBER FRAUD 1930
REPORTING NUMBER

VISAKHAPATNAM GITY POLICE
www.cybercrime.gov.in \“
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Beware of AEPS Fraud

T0 LOCK
YOUR
ADHAR
BIOMETRIC |

Download Maadhar APP from
DIZYSLOre and reqister your
GetAils and ICK your biometnc
for further stop of Aadhar
Enabled payment frauds

Lock Your Biometric Today
Cyber Crime PS, Visakhapatnam City

call 1930 to report AEPS Fraud




_ #BewareOffraudsters a@n

FOR FURTHER SAFETY, USE BIOMETRIC
LOCK/ UNLOCK FACILITY OF AADHAAR

Lock/unlock your biometrics using mAadhaar App or UIDAI website,

To Lock/unlock
your hiometrics
SCAN

For any assistance/query: Call 1947 {Toll-free) or email at help@uidai.gov.in
K1 @hadhaarOfficial @@Aﬂﬁhaar_ﬂlﬁnia} @UIDAI W @uiDAl (B @hadaarliD
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OPEN SOURCE INTELLIGENCE (OSINT) SANCHAR SAATHI PORTAL :

Sanchar Saathi: Sanchar Saathi Portal

A Portal To Track, Block Launched for

The Lost Mobile Phones Ensuring Safety

Across India " & Security of
Digital Users

Sanchar Saathi portal is a citizen centric initiative of Department of
Telecommunications to empower mobile subscribers, strengthen their security and
increase awareness about citizen centric initiatives of the Government. Sanchar
Saathi empowers citizens by allowing them to know the mobile connections issued
in their name, get disconnected the connections not required by them, block/trace
lost mobile phones and check genuineness of devices while buying a new/old
mobile phone. Sanchar Saathi contains various modules like CEIR, TAFCOP,
Chakshu, etc.

CEIR:

CEIR module facilitates tracing of the lost/stolen mobile devices. This also
facilitates blocking of lost/stolen mobile devices in network of all telecom operators
so that lost/stolen devices cannot be used in India. If anyone tries to use the
blocked mobile phone, its traceability is generated. Once mobile phone is found it
may be unblocked on the portal for its normal use by the citizens.

TAFCOP:

TAFCOP module facilitates a mobile subscriber to check the number of mobile
connections taken in his/her name. It also facilitates to report the mobile
connection(s) which are either not required or not taken by the subscriber.

CHAKSHU:

Chakshu facilitates citizens to report the suspected fraud communications with the
intention of defrauding telecom service users for cyber-crime, financial frauds, non-
bonafide purpose like impersonation or any other misuse through Call, SMS or
WhatsApp. Few examples of suspected fraud communications are communication
related to Bank Account / Payment Wallet / SIM / Gas connection / Electricity
connection / KYC update / expiry / deactivation, impersonation as Government
official / relative, sextortion related etc.

WEB: https://sancharsaathi.gov.in/
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AN INTEGRATED CITIZEN CENTRIC WEB PORTAL

To get mobile salety, security and assurance through fealures like

ABEESS Nuw H/ TAFCOP, CEIR and maln‘y more..

GOVIRNMENT OF INDIA  MINISTRY OF COMMUNICATIONS
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Know Number of Mobile Connections in Your Name
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MOBILE SECURITY

Securing your mobile device from hackers involves a combination of proactive
measures and ongoing vigilance. Here are some steps you can take:

Keep your device updated: Regularly update your mobile operating system, apps,
and security software. These updates often include patches for known
vulnerabilities.

Use strong passwords and biometric authentication: Set up strong, unique
passwords for your device and all your accounts. Whenever possible, enable
biometric authentication like fingerprint or facial recognition.

Be cautious of public Wi -Fi: Avoid connecting to unsecured public Wi-Fi
networks, as they can be compromised by hackers. If you must use public Wi-Fi,
consider using a virtual private network (VPN) to encrypt your connection.

Install security software: Use reputable antivirus and anti-malware software on
your device to detect and remove threats. There are many options available for both
Android and IOS devices.

Be wary of app downloads: Only download apps from official app stores like the
Google Play Store or Apple App Store. Check reviews and permissions before
installing any app, and avoid apps from unknown developers.

Review app permissions: Regularly review the permissions granted to each app on
your device and revoke any unnecessary permissions. Limiting the access apps
have to your data can help reduce the risk of unauthorized access.

Enable device encryption:  Encrypting your device's data adds an extra layer of
security, making it more difficult for hackers to access your information if your
device is lost or stolen. Most modern smart phones have built-in encryption
features that can be enabled in the settings.

Backup your data: Regularly backup your device's data to a secure location, such
as cloud storage or a computer. In the event of a security breach or data loss, you'll
be able to restore your information.

Enable remote wipe: Enable remote wipe functionality on your device so that if it's
lost or stolen, you can remotely erase all the data to prevent unauthorized access.

Practice good browsing habits:  Avoid clicking on suspicious links or downloading
attachments from unknown sources, as they may contain malware. Use caution
when browsing the web and be wary of phishing attempts.

By following these steps, you can help protect your mobile device from hackers and
keep your personal information secure.
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CYBER HYGIENE

Cyber hygiene refers to the practices and habits individuals and organizations
adopt to maintain their digital security and protect against cyber threats. Here are
some essential cyber hygiene methods:

Strong Passwords : Use complex passwords for all your accounts, including a mix
of uppercase and lowercase letters, numbers, and special characters. Avoid using
easily guessable information such as birthdays or common words.

Password Management : Utilize a password manager to generate and store unique
passwords for each of your accounts. This helps you avoid using the same
password across multiple accounts and makes it easier to manage your passwords
securely.

Multi -Factor Authentication (MFA): Enable MFA wherever possible, especially for
sensitive accounts like email, banking, and social media. MFA adds an extra layer
of security by requiring multiple forms of verification to access an account.

Software Updates: Keep all your software, including operating systems, web
browsers, and applications, up to date with the latest security patches.
Vulnerabilities in outdated software are often exploited by cyber attackers.

Antivirus/Anti -Malware Software: Install reputable antivirus and anti-malware
software on your devices and keep it updated. Regularly scan your systems for
malware and other malicious software.

Secure Wi -Fi Networks: Secure your home and business Wi-Fi networks with
strong passwords and encryption (WPA2 or higher). Avoid using public Wi-Fi
networks for sensitive activities unless you're using a VPN.

Data Encryption: Encrypt sensitive data, both in transit and at rest, to prevent
unauthorized access. Use encryption protocols such as HTTPS for web browsing
and device encryption for storage.

Data Backup: Regularly backup your data to secure, off-site locations such as
cloud storage or external hard drives. This ensures you can recover your data in
the event of data loss or a ransomware attack.

Awareness and Training: Stay informed about the latest cyber threats and educate
yourself and your employees or family members about cyber security best
practices. Training programs can help users recognize phishing attempts, social
engineering tactics, and other common threats.

Safe Browsing Habits: Exercise caution when clicking on links or downloading
attachments in emails, messages, or social media posts, especially if they're from
unknown or suspicious sources. Verify the legitimacy of websites before entering
sensitive information.

Regular Audit s and Assessments: Conduct regular cyber security audits and risk
assessments to identify potential vulnerabilities and areas for improvement.
Address any issues promptly to strengthen your overall security posture.

By implementing these cyber hygiene methods consistently, you can reduce the
risk of falling victim to cyber attacks and better protect your digital assets and
personal information.
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CYBER CRIME PUNISHMENT SECTIONS

The Information Technology (IT) Act, 2000 is the primary legislation in India that
deals with various aspects of electronic commerce and digital communication. It
was amended in 2008 and came to be known as the Information Technology
(Amendment) Act, 2008. Here are some important sections of the IT Act, 2000 and
its amendments:

Section 43: This section deals with penalties and compensation for damage to
computer, computer systems, etc. It covers unauthorized access, downloading,
copying, or introducing viruses or other malicious code into computer systems.

Section 66: It pertains to computer-related offenses such as hacking, data theft,
and other cyber crimes. It prescribes punishment for those who commit computer-
related crimes.

Section 66A: This section, which dealt with communication of offensive messages
through electronic means, was struck down by the Supreme Court of India in 2015
for being unconstitutional.

Section 66B: It deals with punishment for dishonestly receiving stolen computer
resources or communication devices.

Section 66C: This section relates to identity theft and the punishment for identity
theft offenses.

Section 66D: It addresses cheating by personation by using a computer resource.

Section 66E: This section covers privacy-related offenses such as capturing,
publishing, or transmitting images of private areas of individuals without their
consent.

Section 66F: It pertains to cyber terrorism and the punishment for cyber
terrorism-related activities.

Section 67: This section deals with the publication or transmission of obscene
material in electronic form.

Section 69: It grants the government the power to intercept, monitor, or decrypt
any information generated, transmitted, received, or stored in any computer
resource if it is necessary for national security or in the interest of public order.

Section 70: This section deals with the protection of computer systems and data
and provides for the designation of government agencies to secure these systems.

Section 79: It provides for exemptions from liability of intermediaries (such as
internet service providers) in certain cases, subject to compliance with due
diligence requirements.

These sections, along with others in the IT Act and its amendments, form the legal
framework for addressing various cyber crimes and regulating electronic
transactions and communication in India.

68



e
VISAKHAPATNAM CITY SECURITY COUNCIL (VCSC)

Visakhapatnam City Security Council (VCSC) is a not-for-
profit initiative and a collaboration between Visakhapatnam City
Police and Manufacturing industries, Service Industries and IT
industry. Visakhapatnam city police launched VCSC, along with the
Captains of Industry in Visakhapatnam to increase the prepared-
ness pertaining to safety and security of businesses and citizens.

OUR EXECUTIVE COUNCIL

ey
Dr. A. Ravi Shankar, IPS

Honorary Chairman

0e ¢

A.K.Balaji Lakshmi Mukkavalli R.L.Narayana

Secretary Joint Secretary (Women) Joint Secretary (Projects)

Sreedhar Kosaraju
Advisor




(\/‘x Cyber Crime Visakhapatnam City

Are You

a victim of
online
Fmanclal Fraud

Immediately Gall Relpfine
Dr. A. Raw Shankar, IPS
Commissioner of Police & “m ar

__Addl. District Magistrate. a4 register your complaint at
Visakhapatnam Metropolitan City . .
Reviles e www.cybercrime.gov.in

Social Media Channels Visakhapatnam City Police

0 hitps://www.youtube.com/@vizagcitypolice/

) https://www.facebook.com/visakhapatnamcitypolice/

() https://twitter.com/vizagcitypolice

hitps://www.instagram.com/vizagcitypolice/

(® htips://whatsapp.com/channel/0029vaOHOjHQbSDIIrat1p
web://https://sancharsaathi.gov.in



	Page 1
	Page 2
	Page 3
	Page 4
	Page 5
	Page 6
	Page 7
	Page 8
	Page 9
	Page 10
	Page 11
	Page 12
	Page 13
	Page 14
	Page 15
	Page 16
	Page 17
	Page 18
	Page 19
	Page 20
	Page 21
	Page 22
	Page 23
	Page 24
	Page 25
	Page 26
	Page 27
	Page 28
	Page 29
	Page 30
	Page 31
	Page 32
	Page 33
	Page 34
	Page 35
	Page 36
	Page 37
	Page 38
	Page 39
	Page 40
	Page 41
	Page 42
	Page 43
	Page 44
	Page 45
	Page 46
	Page 47
	Page 48
	Page 49
	Page 50
	Page 51
	Page 52
	Page 53
	Page 54
	Page 55
	Page 56
	Page 57
	Page 58
	Page 59
	Page 60
	Page 61
	Page 62
	Page 63
	Page 64
	Page 65
	Page 66
	Page 67
	Page 68
	Page 69
	Page 70
	Page 71
	Page 72
	Page 73
	Page 74

